## **Parking lot USB exercise**

| **Contents** | Write **2-3 sentences** about the types of information found on this device.   * *Are there files that can contain PII?* * *Yes there's personal identity information such as a resume, wedding and a newly hired employee.* * *Are there sensitive work files?* * *Yes it was employee budget and hospital shift schedule* * *Is it safe to store personal files with work files?* * *No, it should be separated incase of something happens like losing it or stealing it from you.* |
| --- | --- |
| **Attacker mindset** | Write **2-3 sentences** about how this information could be used against Jorge or the hospital.   * *Could the information be used against other employees?* * *Yes by having such a personal information it could play against employee* * *Could the information be used against relatives?* * *Well I would say yes and no, yes because even though it was just a simple information about relatives it could ruin someone's life and also No because it depends on personal belief of how he would take it seriously.* * *Could the information provide access to the business?* * *Yes data showing some important files that include the hospital budget and shift schedules of employees, it could be altered or make payroll much favorable to someone having it.* |
| **Risk analysis** | Write **3 or 4 sentences** describing technical, operational, or managerial controls that could mitigate these types of attacks:   * *What types of malicious software could be hidden on these devices? What could have happened if the device were infected and discovered by another employee?* * *Such as malware that could break through virtual machines and gain access to company's data and also if all that data was breached it could play against customers and employees.* * *What sensitive information could a threat actor find on a device like this?* * *For me I could see the budget payroll to be favorable to a co-threat actor to make gain money and have some important data.* * *How might that information be used against an individual or an organization?* * *Well some important files are on usb and could be sell on competitors or disgruntled employee who would take advantage on payroll and make the organization data breached.* |